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Threat Condition: SEVERE (RED)

A terrorist attack has occurred or intelligence indicates that one is imminent. Normally, this threat condition is declared for a specific location or critical faci

PROTECTIVE ACTIONS

The recommended protective actions at this threat level include those at all lower threat levels.

State Agencies Local Government Actions Critical Facilities AnticipatedPublic Res
® Announce Threat Condition ~ ® Announce Threat Condition employees and to ® Announce Threat Condition and explain @ Report suspicious activities and
and explain expected actions. the public and explain anticipated actions that expected actions. 1-1 for immediate response.
® Activate SEOC. should be taken. ® Deploy security personnel based on threat  ® Expect delays, searches of purse

® Activate agency EOCs.

® Issue disaster declaration. @
Activate Joint Information
Center.

® Pre-position specially trained
response teans.

® Deploy mobile comm and
liaison staff.

® Monitor, redirect or constrain
transportation systens.

® Close public and
governmental facilities.

® Increase or redirect personnel
to address critical emergency
needs.

® Report status to next higher
government.

® Inplement security plans for
critical facilities.

® Consider security for first
responders.

® Deny unauthorized access to critical facilities
and infrastructure. Continue 100% inspections of
personnel, vehicles and packages.

® Visually inspect the interior and undercarriage
of vehicles entering parking lots and terraces.

® Deploy equipment assets and ensure physical
security measures be afforded to them at critical
sites.

® Assenble trained volunteers to include: CERT,
COP, ARES and the Red Cross.

o Inplerment Mutual Aid Agreerrents as required.

® Continue to assess the vulnerability of key assets

and facilities. Take appropriate actionto protect
them by deploying armed security forces to these
sites.

® Cancel or delay unnecessary employee travel
and leave.

® Declare a state of emergency.

e Activate the Emergency Operations Center.

e Control release of information to the public and
news media.

® Provide security for personnel dispatched to
repair or restore damaged facilities and systens.
® Report status to next higher government.

® Inplement security plans for critical facilities.
® Release non-critical personnel.

® Conduct periodic welfare checks of personnel
and facilities.

® Consider security for first responders.

assessments.

® Close or restrict entry to the facility to
emergency personnel only and restrict
parking areas close to critical buildings.

® Maintain a skeleton crew of essential
employees.

® Deploy emergency response and security
tears.

® Activate Operations Center and send a
liaison to the county or state EOC.

® Maintain close contact with local law
enforcerent.

® Be prepared to inplement mutual aid
agreements with government and with other
critical facilities.

® Provide security in parking lots and
conpany areas.

® Report suspicious activity immediately to
local law enforcement.

® Restrict or suspend all deliveries and mail
to the facility. Emergency supplies or
essential shipments should be sent to and
off-site location for inspection.

® Alert specially trained response tearrs.

bags and restricted access to public
buildings.

® Expecttraffic delays and restric
® Take personal security precautic
avoid becoming a victim of crime ¢
terrorist attack.

® Avoid cronded public areas anc
gatherings.

® Do not travel into areas affected
attack or is an expected terrorist tar
® Keep emergency supplies acces:
autonobile fuel tank full.

® Be prepared to evacuate your hc
shelter in place onorder of local
authorities.

® Be suspicious of persons taking
photographs of critical facilities, as
detailed questions about physical st
or dressed inappropriately for weat
conditions (suicide bormber). Repc
incidents immediately to law enfor
® Closely monitor news reports ar
Emergency Alert System (EAS) ral
stations.

® Assist neighbors who may need
® Avoid passing unsubstantiated
information and rumors.



® Refine and exercise:

B State Emergency Response and
Recovery Plan.

| SEOC SOP

B SEOC Displacement Plan

® Train/inform staff on HSAS
protective measures.

® Jssess vulnerabilities of facilities;
take measures to reduce them.

® Announce Threat Condition
and explain expected actions.
® Report status to DHS,
Governor’s Office and
FEMA.

® Provide weeRly threat
briefings to Division staff.

® Brief/stress information and
operational security issues

® Test communications with
FEMA and County Offices of
Emergency Management.

® Test NAWAS, NAN, and
EAS alert communications
systems.

® Review plans, SOPs,
checRlists, and resource
requirements.

® (Check readiness of response
equipment.

® (Check inventories of critical
supplies.

o Verify notification
rosters.

® [ncrease backup of
critical information and
equipment.

ELEVATED
Elevated risk of attack;
no specific target
identified

® Announce Threat Condition
and explain expected actions.
® Report status to DHS,
Governor’s Office and
FEMA.

® Advise mail handlers,
couriers to be vigilant of
suspicious items.

® |dentify community
events having large
attendance - review
contingency and security
plans.

® |ncrease surveillance of
critical areas.

® Further refine protective
measures.

® Implement contingency
and response plans.

® Announce Threat Condition
and explain expected actions.
® Report status to DHS,
Governor’s Office and
FEMA.

® Place Division staff on
“standby”; provide threat
briefings

® Notify State agencies of
SEOC activation status.

® Activate SEOC.

® Activate Joint
Information Center.

® Declare an emergency or
disaster.

® Alert disaster reservists and
Public Inquiry personnel.

® Alert mobile communications
and liaison staff.

® Discontinue tours of
SEOC/ASEOC, etc.

® Implement physical
security plans for SEOC
and JIC.

® Review SEOC
Displacement Plan to
Alternate Emergency
Operations Center.

® Suspend non-essential
activities (training,
exercises, conferences).

® Announce Threat Condition
and explain expected actions.

® Report status to DHS,
Governor’s Office and
FEMA.

® Recall specially trained
response teams.

® Deploy mobile
communications and liaison
staff-

® (lose facilities to the general
public.

® [ncrease or redirect personnel
to address critical emergency
needs.




Arizona Has Responded
And
Arizona iIs Prepared
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Communicate







CRITICAL INFRASTRUCTURES




DHS Health Lab &
Disease Surveillance

Border Security




HOMELAND SECURITY STRATEGY

Securing Arizona

1 hNoaamap Jor Arizona 10omeland Securi Y

Governor Janet Napolitano
April 23, 2003




‘Roadmap for Anzona Homeland Security”

3 Elements

Enhancing Ability to Detect and Prevent
Future Acts of Terror; (3)

Establishing a Safe, Smart and Secure
Border. (2)




Improving Ability to Respond to Emergencies

Action Item 4 of 5:




Improving Ability to Respond to Emergencies




Improving Ability to Respond to Emergencies
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ARIZONA' STORY O ERGENCIES
1862 to 2003

_ 05-Sep-03] NATOURAL TECAHNOLOGICAL HOVAN I

DECADE | FLOOD| EQ ] FIRE | SNOW]DRGHT] WIND JINFEST AGRI |ENERGY DAM [HAZMAT TRANS HLTH| cvii [TERroRiSMITOTAL
1860 1 1
1870 0
1880 3 3
1890 4 1 8
1900 9 9
1910 5 5
1920 3 8
1930 10 10
1940 4 {
1950 14 14
1960 16 16
1970 22 1 8 1 1 2 1 2 2 1 3 44
1980 22 2 2 2 4 1 3 1 1 1 39
1990 17 12 3 5 2 2 8 1 4 §] 60
2000 §] 3 2 2 1 1 21 17
TOTAC | 147] Z[ 29| 5[ ) N ¥ A ] | 2l 2] I3 2| ©l TI] 21 241
PCT  |61.0%| 0.8%0] 10.29% | 2.590] 3.790] L.79%]2.9%] L.200| U.8%0] 0-8%| 5.2%]0.8%]2.50%] 2.6%] U.8%







